**POLÍTICA DE SEGURANÇA DAS PASTAS COMPARTILHADAS NO SERVIDOR**
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Em um servidor, temos a possibilidade de compartilhar pastas e arquivos para os usuários da rede. Porém, devemos ter em mente que é necessário ter medidas de segurança para evitar o mal funcionamento do servidor e preservar a integridade dos arquivos que nele são compartilhados.

Entre algumas políticas encontradas no servidor, temos as permissões; que podem ser de permissões de leitura, alteração e controle total.

Com permissão de LEITURA, podemos:

* Exibir nomes de arquivos e pastas;
* Exibir dados de programas;
* Executar arquivos de programas.

Com permissão de ALTERAÇÃO, podemos:

* Adição de pastas e arquivos;
* Alterar dados e arquivos;
* Excluir dados e arquivos.

Com a permissão de CONTROLE TOTAL, podemos:

* Alterar permissões de usuários e grupos.

Muitos profissionais da área recomendam certos procedimentos para otimizar esta funcionalidade, entre eles podemos citar:

* Atribuir permissões à GRUPOS e não à USUÁRIOS;
* Atribuir permissões um tanto restritivas, porém que não atrapalhem a utilização do usuário;
* Caso o usuário faça Logon no servidor, utilizar o controle de ACESSO;
* Não negar permissões de rede e leitura ao grupo TODOS;
* Atribuir controle total à ADMINISTRADORES;
* Manter os arquivos e pastas organizados;
* Utilizar um firewall.